
E-Commerce

1.	Remembering:	Students	will	be	able	to	recall	key	concepts	and	basics	of	E-Commerce,	including	its	definition,
importance,	and	various	components	such	as	Architectural	framework,	E-Retailing,	and	Categories	of	e-services.

2.	Understanding:	Students	will	demonstrate	a	clear	understanding	of	EDI	technology,	Digital	economy,	and	the	various
categories	of	e-services	available	in	the	market.

3.	Applying:	Students	will	be	able	to	apply	their	knowledge	of	Cyber	Crime,	Network	Security,	and	Network	Firewalls	to
analyze	and	evaluate	the	security	concerns	and	risks	associated	with	E-Commerce	transactions.

4.	Analyzing:	Students	will	critically	analyze	and	compare	different	methods	of	Intellectual	Property	Protection	in	the
context	of	E-Commerce,	and	evaluate	their	effectiveness	in	safeguarding	digital	assets.

5.	Evaluating:	Students	will	be	able	to	assess	the	challenges	and	opportunities	presented	by	the	Digital	economy	in	the
realm	of	E-Commerce,	and	propose	strategic	solutions	to	address	them.

6.	Creating:	Students	will	design	and	implement	effective	security	measures	to	protect	E-Commerce	platforms	from
potential	cyber	threats,	ensuring	a	safe	and	secure	online	environment	for	both	businesses	and	consumers.


